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Abstract

Based on results of joint session at the last IoT-GSI meeting, this contribution discusses a possible way to define the IoT based on two approaches for IoT vision/work.
1. Background

As we discussed two different approaches for IoT vision/work (TD26 (IoT-GSI) at the last IoT-GSI event, we would like to express our views for defining the IoT.

First of all, we would show two different definitions of the Internet from Wikipedia.
#1: infrastructural aspects of definition
The Internet is a global system of interconnected computer networks that use the standard Internet Protocol Suite (TCP/IP) to serve billions of users worldwide. It is a network of networks that consists of millions of private, public, academic, business, and government networks, of local to global scope, that are linked by a broad array of electronic, wireless and optical networking technologies. 
#2: conceptual aspects of definition

The Internet is a worldwide interconnection of computers and computer networks that facilitate the sharing or exchange of information among users. The Internet carries a vast range of information resources and services, such as the inter-linked hypertext documents of the World Wide Web (WWW) and the infrastructure to support electronic mail. 
So, we can interpret the Internet as an infrastructure to identify technological capabilities or a concept to explain certain phenomena. 

2. Two different approaches for defining the IoT

As shown in the previous section for Internet definitions, similarly the IoT can also be defined as two different ways. Considering the vast scope of IoT, each SDO with different experts can define the IoT differently, possibly, conceptual way or infrastructural way as follows: 

Case A: IoT is just a concept (conceptual aspects of definition)
The IoT does not refer to a network infrastructure. IoT is not a technical term but a concept (or a phenomenon).
Case B: IoT is an infrastructure
The IoT refers to an infrastructure. 
NOTE: Appendix of this contribution provides classification of candidate definitions for IoT.
3. Discussion

Within ITU-T, we need to find better way for the IoT covering (or incorporating) various SGs with different technical specialties (including regulations and politics) under the umbrella of IoT-GSI.

Discussion at the last IoT-GSI

Through many discussions on the definition of IoT in the meeting, we couldn’t find a good definition to cover all aspects of IoT as the IoT has quite big scope not only the technological viewpoints but also other views (even we did not touch these aspects at all while SG3 expert joined during the 1st GSI event). We recognized whatever we define, everyone can’t be happy.

Direction for standardization according to IoT definition

The discussion on IoT definition will be very crucial to direct ways of study on IoT. As shown in Figure 1, if defined as an infrastructure, IoT should be identified for all aspects of infrastructure such as service and functional requirements and architectures and so on. If defined as a concept, all relevant capabilities and specific functions to support (or realize) that concept of IoT will be identified for each technical area including regulation and politics.
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Figure 1. Direction for standardization according to IoT definition

Our views for IoT definition
When SG13 had developed Y.2002 (Overview of ubiquitous networking and of its support in NGN), we clearly identified that ubiquitous networking is not a new network.
The IoT is a conceptual design goal which we have to consider for developing standards. Based on this conceptual goal (a simple definition), each SG can define detailed concepts with its own view.  

From SG13 perspective, NGN, SUN and FN should support key characteristics for realizing IoT. Main role of SG13 is to focus on the enhancement of networking technologies based on NGN, SUN, FN, rather than creating a new network. 

From other SGs perspective, they might have clear roles for supporting IoT rather than inventing new infrastructure. 

4. Proposal

In this contribution, we suggest again to define the IoT as a short definition with more general concept rather than a technical definition in order to be easily incorporated of various areas from technology to others as well as accepted to all other interested groups (e.g., Study Groups). 

After that, we should concentrate on defining the scope for IoT (e.g., service, network, control, security, quality, billing/charging aspects and others) and finding related technological issues for further standardization work. Through this work, if there are new terminologies for the IoT, each technological terminology should be clearly defined.

So, we strongly insist on a short definition as concept instead of a technical definition (long or detailed description of technology).

________________
Appendix: Classification of candidate definitions for IoT
All candidate definitions are based on TD27 (IoT-GSI) and updated one through e-mail discussions.  
Table 1. Examples of definitions for case A (IoT is just a concept)

	#
	Candidate definition
	Reference

	4
	A technological revolution that represents the future of computing and communications, and its development depends on dynamic technical innovation in a number of important fields, from wireless sensors to nanotechnology.
	ITU Internet Reports 2005: The Internet of Things, Executive Summary, http://www.itu.int/pub/S-POL-IR.IT-2005/e

	5
	The networked interconnection of objects-from the sophisticated to the mundane-through identifiers such as sensors, RFID tags, and IP addresses.
	Margery Conner, Technical Editor of EDN Magazine, “Sensors empower the ‘Internet of Things’”, May 2010, http://www.edn.com/article/509123-Sensors_empower_the_Internet_of_Things_.php,

	6
	The Internet of things links the objects of the real world with the virtual world, thus enabling anytime, anyplace connectivity for anything and not only for anyone. It refers to a world where physical objects and beings, as well as virtual data and environments, all interact with each other in the same space and time.
	Cluster of European Research Projects on the Internet of Things, “Vision and Challenges for Realising the Internet of Things”, March 2010, http://docbox.etsi.org/TISPAN/Open/IoT/CERP-IOT_Clusterbook_2009.pdf

	10
	The IoT refers to as ubiquitous networking or pervasive computing environments, is a vision where all manufactured things can be network enabled, that is connected to each other via wireless or wired communication networks.
	European Network and Information Security Agency (ENISA)

	11
	The IoT is a world where physical objects are seamlessly integrated into the information network, and where the physical objects can become active participants in business processes.

Services are available to interact with these 'smart objects' over the Internet, query and change their state and any information associated with them, taking into account security and privacy issues.

RFID, sensor networks etc are just enabling technologies.
	SAS (http://en.wikipedia.org/wiki/Internet_of_Things, http://services.future-internet.eu/images/1/16/A4_Things_Haller.pdf)

	13
	IoT is a [high-level service concept based on] existing and evolving global ICT infrastructures which provide information services by interconnecting things.
	


Table 2. Examples of definitions for case B (infrastructural aspects of definition)

	#
	Candidate definition
	Reference

	2
	A global network infrastructure, linking physical and virtual objects through the exploitation of data capture and communication capabilities. This infrastructure includes existing and evolving Internet and network developments. It will offer specific object-identification, sensor and connection capability as the basis for the development of independent federated services and applications. These will be characterised by a high degree of autonomous data capture, event transfer, network connectivity and interoperability.

[note – Highlight is made by Q3/13]
	Coordination and Support Action (CSA) for Global RFID-related Activities and Standardisation (CASAGRAS), http://www.rfidglobal.eu/

	3
	A global information and communication infrastructure enabling automated chains of actions (not requiring explicit human intervention) facilitating information assembly and knowledge production and contributing to enrichment of human life by interconnecting physical and logical objects based on standard and interoperable communication protocols and through the exploitation of data capture and communication capabilities supported by existing and evolving information and communication technologies. 

NOTE: Physical objects may include sensors, devices, machines etc. Logical objects may include contents etc.  


	Originally produced by the discussion among China-Japan-Korea.

Q3/13 made some modifications.

	9
	A global ICT infrastructure linking physical objects and virtual objects (as the informational counterparts of physical objects) through the exploitation of sensor & actuator data capture, processing and transmission capabilities. As such, the IoT is an overlay above the 'generic' Internet, offering federated physical-object-related services (including, if relevant, identification, monitoring and control of these objects) to all kinds of applications."
	Proposed by France Telecom on the IoT definition mailing list.

	14
	IoT is [a global ICT infrastructure] which provide information services by interconnecting things.

[Note]: Infrastructure should not be interpreted only as a network
	


A more prescriptive definition 

	12
	The Internet of Things consists of networks of sensors attached to objects and communications devices, providing data that can be analyzed and used to initiate automated actions. The data also generates vital intelligence for planning, management, policy and decision-making.
	Proposed by Monique Morrow (Cisco).
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